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Févarosi Onkormanyzat Vamosmikolai Idések Otthona

2635 Vamosmikola, Ipolyséagi u. 9.-11.
Telephely: 2025 Visegrad, Mogyorohegy utca 10.

UZLETI TITOK
SZABALYZAT




Bevezeté rendelkezések
A szabalyzat célja

A szabalyzat célja, hogy a Févarosi Onkorméanyzat Vamosmikolai Idések Otthona — 2635
Vamosmikola Ipolysagi Gt 9-11. (tovabbiakban intézmény) részére egységes eljarasrendet
biztositson az uzleti titok, kozadat, valamint a kiilsé félt6l szarmazd, iizleti titokként
mindsitett adatok kezelésére, védelmére, selejtezésére és megismerhetoségére.

A szabalyzat targya

Minden, az intézményben keletkezd, oda érkezd, illetve onnan kimend Uzleti titokra,
kozadatra vonatkozik. Az adatvédelmi és titokvédelmi eljarasok minden dokumentumra,
elektronikus adatra és szoban atadott informaciora is kiterjednek.

A szabalyzat személyi hatilya

Az intézmény minden foglalkoztatottjara és szerz6déses partnerére kiterjed. Ez magaban
foglalja a teljes munkaidds, részmunkaidés, megbizasi jogviszonyban 4allo, valamint a kilso
szolgéltatokat is.

A szabalyzat rendelkezései kiterjednek az adatkezelési nyilvantartas titokvédelmi
szempontjaira is.

Jogszabalyi alapok

e Az Eurdpai Parlament €s a Tanacs (EU) 2016/679 rendelete (2016. aprilis 27.) a
természetes személyeknek a személyes adatok kezelése tekintetében térténd védelmérsl
és az ilyen adatok szabad aramlaséardl, valamint a 95/46/EK rendelet hatalyon kiviil
helyezésérdl (altalanos adatvédelmi rendelet) (a tovabbiakban: GDPR)

e 2018. évi LIV. térvény az izleti titok védelmérol

e 2011. évi CXII. térvény az informacios onrendelkezési jogrol és az
informécidszabadsagrol (Infotv.)

e 2013. évi V. torvény a Polgari Térvénykdnyvrdl (Ptk.)
e 2009. évi CLV. térvény a minssitett adatok védelmérdl (Titok tv.)

e 1997 évi XLVII. térvény az egészségiigyi és a hozzajuk kapcsolédo személyazonosito
adatok kezelésérdl és védelmérdl (a tovabbiakban: Eliak.)

e 1/2000. (1. 7.) SzCsM rendelet a személyes gondoskodast nyujtéd szocidlis intézmények
szakmai feladatair6l és mikédésiik feltételeirdl 4

e 9/1999. (XI. 24.) SzCsM rendelet a személyes gondoskodast nyujto szocialis ellatasok
igénybevételérol



Ertelmezé rendelkezések
Titok / Bizalmas informacié: Minden olyan informacio, amelynek jogosulatlan
hozzaférése, modositasa, nyilvanossagra hozatala vagy megsemmisitése kart okozna a
szervezetnek vagy az érintettnek. Ide tartoznak mind az lizleti, valamint a személyes €s
kiillonleges adatok is. A Dbizalmas informacidk védelme kiemelt fontossagh az
intézmény miik6désében, és magéaba foglalja a gondozottak adatait is.

Uzleti titok: Az Intézményben csak iizleti és annal gyengébb titok besorolas 1étezik.
Uzleti titoknak mindsiilnek példaul az arajanlat mellékletében kiildott arak, illetve
minden olyan adat, amelyet a készit6 tizleti titoknak mindsit.

Kozadat: Minden egyéb adat, amely nem mindsil lizleti titoknak, kdzadatnak szamit.
Fzek az adatok alapvet6en megismerhetdk, mivel az Intézmény kdzfeladatot lat el. A
kozadatok kozzétételérol és nyilvanossagarol kiillon szabalyzat rendelkezik.

Kiilsé féltol szarmazé, titokként mindsitett adat: Kiilsd partner 4ltal izleti titokként
megjelolt adat. Ezek kezelésére kiilonds figyelmet kell forditani, és a partner eléirasait
is be kell tartani. Ezen adatok védelme szerzOdéses kotelezettség, €s betartdsuk az
intézmény jo hirnevét is védi.

Személyes adat: Azonositott vagy azonosithaté természetes személyre (érintettre)
vonatkozd barmely informacio.

Kiilonleges adat: Fajra vagy etnikai szarmazasra, politikai véleményre, vallasi vagy
vilagnézeti meggy6z6désre, szakszervezeti tagsagra utalé adatok, genetikai adatok,
biometrikus adatok egyedi azonositds céljabdl, egészségligyi adatok, vagy természetes
személy szexudlis élete vagy szexudlis iranyultsdgara vonatkozd adatok. Az egészségi
allapotra vonatkozd adat példaul a kiilonleges (szenzitiv) adatok csoportjaba tartozo
személyes adat, amely kiemelt védelemben részesitendo.

Adatkezelés: Személyes adatokon végzett barmely miivelet vagy miveletek
osszessége, fliggetleniil attdl, hogy automatizalt eszk6zokkel vagy anélkiil hajtjak végre
(pl. gylijtés, rogzités, rendszerezés, tarolds, modositds, lekérdezés, felhasznalas,
nyilvanossagra hozatal, torlés, megsemmisités).

Adatkezel6: Az a természetes vagy jogi személy, kozhatalmi szerv, igynokség vagy
egyéb szerv, amely 6nalléan vagy masokkal egyiitt meghatérozza a személyes adatok
kezelésének céljait és eszkozeit.

Adatfeldolgozé: Az a természetes vagy jogi személy, kozhatalmi szerv, iigyndkség
vagy egyéb szerv, amely az adatkezeld nevében személyes adatokat kezel.

Adatvédelmi incidens: Olyan biztonsagi esemény, amely a tovabbitott, tarolt vagy mas
modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését,
megvaltoztatasat, jogosulatlan nyilvanossdgra hozataldt vagy az azokhoz valo
jogosulatlan hozzaférést eredményezi.

Erintett: Az azonositott vagy azonosithato természetes személy, akire a személyes adat
vonatkozik.



e Mindésité: Az a személy, aki jogosult az adatok iizleti titokként torténd mindsitésére,
jellemzden a készitd vagy az Intézmeény vezetdje.

Altalanos rendelkezések

Adatkezelési és titokvédelmi alapelvek

Az Intézmény a személyes adatok kezelése sordn az alabbi alapelveket kdveti, 6sszhangban a
GDPR 5. cikkével:

o Jogszeriiség, tisztességes eljaras és atlathatosag: Az adatokat jogszerlen,
tisztességesen és az érintettek szamdara atlathato mddon kell kezelni. Ez magéban
foglalja a vilagos adatkezelési tajékoztatok biztositasat az adatkezelés megkezdése
clott.

Célhoz kotottség: A személyes adatokat meghatarozott, egyértelmi és jogszer( célbol
kell gytjteni, és nem lehet azokkal a célokkal Ossze nem egyeztetheté modon
tovabbkezelni.

Adattakarékossag: A személyes adatoknak megfelelének, relevansnak és a célokhoz
mérten szitkségesnek kell lenniiik.

Pontossag: A személyes adatoknak pontosnak ¢s sziikség esetén naprakésznek kell
lennitik; a pontatlan személyes adatokat haladéktalanul t6r61lni vagy helyesbiteni kell.

Korlatozott tarolhatéosag: A személyes adatokat olyan formaban kell tarolni, amely
az érintettek azonositasat csak addig teszi lehetove, ameddig az adatok kezelésének
céljaihoz sziikséges.

Integritas és bizalmas jelleg: A személyes adatokat olyan modon kell kezelni, amely
megfeleld biztonsigot garantal, beleértve a jogosulatlan vagy jogellenes kezelés,
valamint a véletlen elvesztés, megsemmisiilés vagy sériilés elleni védelmet,
megfeleld technikai vagy szervezési intézkedések alkalmazasaval.

Elszamoltathatésag: Az adatkezeld felelos az elveknek valé megfelelésért, és
képesnek kell lennie annak bizonyitasara. Ez magaban foglalja az adatkezelési
tevékenységek nyilvantartasat. Amennyiben az adatkezelés hozzajarulason alapul, az
adatkezelének képesnek kell lennie annak igazolasara, hogy az érintett személyes
adatainak kezeléséhez hozzajarult.

Kapcsolodas a személyesadat-kezeléshez

Az Uzleti Titok Szabalyzat személyes adatot csak abban az esetben érint, ha az adott
informaci6é egyben iizleti titok. Ekkor a titokvédelmi eljarasok mellett a GDPR-bdl fakado
kotelezettségek is iranyadok.

A személyes adatok kezelésével, valamint az érintettek jogainak gyakorlasaval kapcsolatos
részletszabalyokat a szervezet Adatvédelmi Kédexe és Adatvédelmi Szabélyzata tartalmazza.



Szerepek és feleldsségek

Vezetdi felelGsség

Az Intézményvezetd viseli a végsd feleldsséget az adatvédelmi és titoktartasi
szabalyozasoknak valé megfelelés biztositasaért. Az intézményvezetének szabélyoznia kell az
intézményben foglalkoztatottak, valamint az intézményi ellatast igénybe vevd ellatottak
adatvédelmével, adatbiztonsagaval kapcsolatos feladatokat, és jova kell hagynia az
Adatvédelmi Kodexet és Adatvédelmi szabalyzatot, valamint gondoskodik az adatkezelési
nyilvantartds GDPR-nak megfeleld vezetésérol és naprakészen tartasardl. Feladata tovabba,
hogy folyamatosan ellendrizze és figyelemmel kisérje, hogy az intézményben torténd
adatkezelés megfelel-e a jogszabalyokban, valamint a bels6 dokumentumokban meghatarozott
szabalyoknak.

Adatvédelmi tisztviseld (DPO') feladatai és szerepe

Az Intézmény adatvédelmi tisztvisel6t (DPO) alkalmaz a személyes adatok kezelésére
vonatkozo jogi elbirdsok teljesitésének és az érintettek jogai érvényesiilésének el8segitése
érdekében. A DPO kinevezése kotelezd, mivel az Intézmény kozfeladatot lat el, és nagy
szamban kezel kiilonleges adatokat.

A DPO {6 feladatai a GDPR 39. cikk és a 97. preambulum bekezdés alapjan a kovetkezok:

Tajékoztatast és tanacsot ad az adatkezelonek és a foglalkoztatottaknak a GDPR és
egy¢éb adatvédelmi rendelkezések szerinti kdtelezettségeikrol.

Feliigyeli a GDPR-nak, a belsd szabalyzatoknak és az adatvédelmi stratégidknak valo
megfelelést, beleértve a felel6sségek kiosztasat, a tudatossag novelését ¢s a
foglalkoztatottak képzését.

Tanacsot ad az adatvédelmi hatasvizsgalattal (DPIA?) kapcsolatban, és nyomon koveti
annak elvégzését.

Egytttmikodik a feliigyeleti hatosaggal (Nemzeti Adatvédelmi és
Informacioszabadsig Hatdsag - NAIH) az adatkezeléssel kapcsolatos ligyekben, ¢és
kapcsolattartd pontként szolgal feléjiik.

e Kapcsolattartoként miikodik az érintettek szamara jogaik gyakorlasaval kapcsolatban.

A DPO-nak fiiggetleniil kell miikddnie, és kozvetlenill a legfelsdbb vezetésnek kell jelentenie.
Feladatai ellatasaval kapcsolatban nem kaphat utasitdsokat az adatkezel6tdl vagy az
adatfeldolgozo6tol. A DPO nevét és elérhetéségeit kozz¢ kell tenni az Intézmény székhelyén és
telephelyén jol lathaté médon, a honlapjan, az adatkezelési tajékoztatokban, az adatkezelési
tevékenységek nyilvantartasaban, az adatvédelmi incidensek nyilvantartdsaban, valamint az
érintett hozzaférési jogaval kapcsolatos intézkedések nyilvantartasaban.

I DPO - Data Protection Officer, adatvédelmi tisztviseld

2 DPIA — Data Protection Impact Assessment, adatvédelmi hatasvizsgalat



Foglalkoztatottak és kiilsd partnerek kotelezettségel

Az Intézmény valamennyi foglalkoztatottja és szerzodéses partnere koteles betartani a jelen
Uzleti Titok Szabalyzatot és a kapcsolodé eljarasokat. Kotelesek megérizni a munkavégzés
soran hozzaférhetdvé valt 6sszes bizalmas informacio titkossagat, €s azonnal jelenteniiik kell
minden biztonsagi incidenst vagy gyanus jogsértést. A foglalkoztatottak a személyes
adatokkal kizarolag az adatvédelmi szabalyozasi rendszerben meghatirozott jogosultsagok
alapjan, célbol és moddon keriilhetnek kapcsolatba, azokat csak a meghatirozott modon
kezelhetik. A kiilsé partnereknek szerzédéses kotelezettségeik vannak az Uzleti Titok
Szabalyzat és az alkalmazand6 adatvédelmi torvények betartasara, és megfelelé biztonsagi
intézkedéseket kell bevezetniiik.

Képzés és tudatossig

Kotelezd, rendszeres képzést kell biztositani minden foglalkoztatott szamara az Uzleti Titok
Szabalyzatrol, az adatvédelmi elvekrol €s a specifikus eljardsokrol. A képzések elvégzését
dokumentalni kell. Az adatvédelmi tisztviseld feladatai k6zé tartozik, hogy gondoskodjon az
adatvédelmi ismeretek oktatdsarol.

Titok- és adatbiztonsagi intézkedések

Az intézmény technikai és szervezeti intézkedésekkel védi az adatokat a jogosulatlan
hozzaféréstol, modositastol, megsemmisiiléstdl vagy elvesztéstol. A biztonsagi intézkedések
kiterjednek a fizikai, informatikai és szervezeti védelemre is, beleértve a rendszeres auditokat
és kockazatelemzéseket. A folyamatos fejlesztés biztositja, hogy az intézmény a legujabb
technologiai kihivasokra is felkésziilt legyen.

Technikai és szervezési intézkedések (TOM?s)

Az Intézmény az alabbi technikai és szervezési intézkedéseket vezeti be és tartja fenn a
bizalmas informéciok integritdsanak, bizalmas jellegének és rendelkezésre éllasanak
biztositasara:

e Hozzaférés-szabalyozas: Robusztus hozzaférés-kezelési rendszerek bevezetése (pl.
szerepalapl hozzaférés, erds hitelesités, hozzaférési jogok rendszeres feliilvizsgalata)
a jogosulatlan hozzaférés elleni védelemhez.

e Titkositas és alnevesités: Titkositas alkalmazisa a tarolt és tovabbitott adatokra,
valamint alnevesités alkalmazéisa, ahol lehetséges, a kozvetlen azonosithatésag
csokkentése érdekében.

o Fizikai biztonsag: Az adattarolo létesitmények és eszk6zok fizikai hozzaférésének
védelme.

o Halozati biztonsag: Tizfalak, behatolasérzékeld/megel6z6 rendszerek és biztonsagos
halézati konfiguraciok alkalmazasa.

3 TOM - Technikai és Szervezési Intézkedés (Technical and Organizational Measure) —a GDPR 32. cikk
szerinti intézkedések csoportja



e Mentés és helyreallitis: Rendszeres biztonsadgi mentések és robusztus katasztrofa-
helyreallitasi tervek sziikségesek az adatok rendelkezésre 4llasdnak és ellenalld
képességének biztositasara.

e Biztonsigos megsemmisités: Eljarasokat kell kidolgozni a mar nem sziikséges adatok
€s papir alapu nyilvantartdsok biztonsagos torlésére vagy megsemmisitésére,
megeldzve a véletlen megsemmistlést,

e Dokumentumkezelés: Részletes ecljarasokat kell bevezetni a papir alapi és
elektronikus dokumentumok kezelésére, beleértve a szamozast, nyilvantartasba vételt
(iktatokonyvek), iktatast, és tovabbitast. Kiemelt figyelmet kell forditani a papir
alapu iratkezelési segédletek hitelesitésére, valamint az elektronikus masolatok képi
vagy tartalmi megfelelésének biztositdsara a papir alapu eredetikkel, hitelesitési
zaradékkal és elektronikus alairassal ellatva.

Kiilonleges kezelési utasitasok

Bizonyos dokumentumok esetében kiilonleges kezelési utasitasok alkalmazanddk (pl. kivonat
nem készithetd, elolvasas utan visszakiildendo, zart boritékban tarolando, nem masolhatd).
Ezek alkalmazasardl a mindsitd dont.

Adatvédelmi Hatasvizsgalat (DPIA)

Az adatvédelmi hatdsvizsgalat (Data Protection Impact Assessment — DPIA) egy olyan
folyamat, amelynek célja az adatkezelési miiveletek 4ltal az érintettek jogaira és
szabadsagaira jelentett kockdazatok azonositasa és értékelése, valamint azok mérséklésére
szolgal6 intézkedések meghatarozasa.

e Mikor sziikséges? Adatvédelmi hatasvizsgalatot kell végezni legalabb az aldbbi
esetekben: egy személy személyes jellemzoinek rendszeres és kiterjedt értékelése
esetén, ideértve a profilalkotast is; kiilonleges adatok nagy szamban torténd kezelése;
nyilvanos helyek nagymérték(i, modszeres megfigyelése.

e Célja: A DPIA-t az adatkezelés megkezdése eldtt kell elvégezni, és célja a Iehetséges
adatvédelmi kockézatok azonositasa és mérséklése.

e A DPO szerepe: Az adatvédelmi tisztviseld szakmai tanacsot ad az adatvédelmi
hatasvizsgalatra vonatkozoan, ¢s nyomon kdveti annak elvégzését.

e Konzulticié6 a NAIH-val: Amennyiben a fennmaradé kockazatok nem mérsékelhetok
a bevezetett intézkedésekkel, az adatkezelés megkezdése eldtt konzultalni kell az
adatvédelmi hatosaggal.

Adatvédelmi auditok

Az adatvédelmi audit a leghatékonyabb vizsgalat annak érdekében, hogy egy szervezet teljes
kort, atfogd képet kapjon adatkezelési folyamatairdl, az adatkezeléshez hasznalt
rendszereinek miikddésérol, illetve arrdl, hogy ezek mennyire felelnek meg a jogszabalyi,
adatvédelmi €s egyéb eldirasoknak.

e Célja: Az audit célja a szervezet adatkezelési gyakorlatanak felmérése a GDPR, az
Infotv., az 4gazati jogszabalyok és a NAIH ajanlasok fényében. Segit feltdrni a
hianyossagokat és a kockazatokat, beleértve a birsag és a reputacios kockazatokat.
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e Szakaszai: Az adatvédelmi audit jellemz6en tobb szakaszbol all: hattér-dokumentacio
vizsgalat, gyakorlati mikodés vizsgalat, GAP analizis, akcidterv, és az akcidterv
végrehajtasa.

e Elonyei: Az audit eredményeként a szervezet pontos képet kap aktudlis helyzetérdl és
a szabalyozast igényld teriiletekr6l. Segit abban, hogy a vallalkozas ne csak
megfeleljen a jogszabalyi eldirasoknak, hanem ndvelje az iigyfelek és partnerek
bizalmat is.

o Kiilsé szakértelem: Az adatvédelmi terillet specidlis szakértelem ¢és szakmai
tapasztalatot igényel. Amennyiben a szervezetnek nincs megfeleld belsé szakembere
a hibék javitasara, kiils6 tanidcsadd bevonasa javasolt.

Adatvédelmi incidensek kezelése

Az adatvédelmi incidensek azonnali azonositasa, kivizsgalasa és kezelése kiemelt jelentdségii.
Az incidenseket minden esetben dokumentalni kell, és sziikség esetén jelenteni kell a
hatésagoknak, illetve értesiteni kell az érintetteket. Az intézmény részletes eljarasrendet
dolgozott ki az incidensek megfelel6 kezelésére.

Definicid és azonositds

Adatvédelmi incidensnek mindsiil minden olyan biztonsagi esemény, amely a tovabbitott,
tarolt vagy mas modon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését,
elvesztését, megvaltoztatasat, jogosulatlan nyilvanossagra hozataldt vagy az azokhoz valo
jogosulatlan hozzaférést eredményezi.

Incidenskezelési eljaras

Az Intézmény részletes eljarasokat dolgoz ki az incidensek azonnali azonositdsara,
kivizsgélasara, elharitasara és a karok mérséklésére. Ez magaban foglalja az el6zetes
értékelési mintat, amely alapjan az incidens jelent6sége megallapithaté (pl. érintett adatok
kore, érintettek szama, azonnali intézkedés sziikségessége, partneradatok érintettsége, hatas,
biintetdjogi kovetkezmények).

Bejelentési Kotelezettség

Az adatvédelmi incidenseket haladéktalanul, de legkés6bb 72 6ran beliil be kell jelenteni a
Nemzeti Adatvédelmi és Informacidészabadsag Hatosagnak (NAIH), amennyiben az incidens
valdszin(isithetden kockazattal jar a természetes személyek jogaira és szabadsagaira nézve.

Napldzas és dokumentacio

Az 0sszes adatvédelmi incidenst dokumentalni kell egy belsé nyilvantartasban, rogzitve az
incidens tényét, hatdsait és az elvégzett intézkedéseket. Az adatkezeldnek naplozasi rendet
kell bevezetnie és folyamatosan ellendriznie kell az adatvédelmi incidensek megelézése és
felderitése céljabol.

Uzleti titok kezelése

Az tUzleti titokhoz csak azok férhetnek hozzd, akiknek ez a munkéjukhoz feltétlentil
szikséges. Az Uzleti titok védelme érdekében minden érintettet irdsban, igazolhatd mddon
kell tajékoztatni a titoktartasi kotelezettségrol. Az tizleti titkot csak az intézmény eldzetes
irasbeli hozzajarulasival lehet harmadik fél tudomdasara hozni vagy nyilvanossagra hozni. A



titoktartasra kotelezett személy sem kozvetve, sem kozvetleniil nem teheti k6zzé, nem
reprodukalhatja, nem terjesztheti, nem tovabbithatja, nem visszafejtheti vagy nem ruhéazhatja
at az lizleti titkot semmilyen formaban.

Kiilso félt6l szarmazo, iizleti titokként mingsitett adatok kezelése

A nem az adatkezeldnél keletkezd adat csak akkor kezelhetd Uzleti titokként, ha az adat
szolgaltatoja az adat e jellegét egyértelmiien, mar az adat szolgaltatasakor, az {izleti titokként
kezelendd adatok pontos megjeldlésével jelezte, és az adat Uzleti titokként kezelése nem

nyilvanvaléan ellentétes az tzleti titok védelmérél szolé 2018. évi LIV. térvényben
foglaltakkal.

Atvétel

o Kiilsé félt8] szarmazo, uzleti titokként megjelolt adatokat kizarélag irasban,
dokumentalt modon szabad 4atvenni, a mindsités egyértelmili feltiintetésével (pl.
,Uzleti titok™ jel6lés az iraton).

Az atvétel soran minden esetben rogziteni kell az atad6é fél nevét, az adat pontos
megnevezését, az atvétel id6pontjat, valamint az Uzleti titok mindsités indokat
(atvételi elismervény vagy jegyzokonyv).

Az atvételrdl atvételi elismervényt vagy jegyzokonyvet kell késziteni, amelyet
mindkét ¢l alair.

A kozbeszerzési eljards soran az ajanlattevé altal, az EKR feliiletre feltoltott, tizleti
titkot tartalmazé dokumentum esetén az atvétel dokumentalasa az EKR-en keresztiil,
az ajanlati dokumentacidval kdzosen tortenik.

SzerzOdésben lizleti titokra vonatkozd rendelkezés esetén az atvétel a szerzodés
alairasaval valésul meg.

Feldolgozas

e Az adatokat kizarolag a kijelolt, titoktartasi kotelezettséggel rendelkezd
foglalkoztatottak dolgozhatjak fel, a kiils6 fél altal meghatérozott feltételek és célok
szerint.

e A feldolgozas soran tilos az adatokat a szerzddésben vagy titoktartasi
megallapodéasban rogzitett célokon tal felhasznalni, tovabbitani vagy masolni.

e A feldolgozas minden 1épése dokumentdland6, a hozzaférések naplozasa kotelezod
(hozzaférési napl?).

Téarolas

e Az iizleti titokként mindsitett adatokat elkiilonitetten, zart, biztonsagos fizikai vagy
elektronikus taroléban kell elhelyezni, amelyhez csak az arra jogosultak férhetnek
hozza.

e Elektronikus tarolds esetén jelszoval védett, hozzaférés-szabalyozott rendszer
hasznalata kotelezd.



e A tarolas soran biztositani kell, hogy az adatokhoz illetéktelen személy ne férhessen
hozz4, €s az adatok integritdsa ne sériiljon.

Selejtezés (kiilon intézkedések)

e Az iratok selejtezésére vonatkozdan kiilon szabalyzat rendelkezik, melynek altaldnos
rendelkezései a jelen szabalyzat hatdlya ala tartozé iratokra is vonatkoznak.

Megismerhetdség mddja

o Az ilyen adatokhoz kizardlag azok a foglalkoztatottak férhetnek hozza, akiknek a
munkakori leirdsa, illetve a titoktartasi megallapodas ezt kifejezetten lehetdvé teszi.

e A megismerés minden esetben naplézandd (hozzaférési naplod), a hozzaférési
jogosultsagokat rendszeresen feliil kell vizsgalni.

Harmadik félnek az adatokat csak a kiilsé fél elozetes, irasbeli engedélyével lehet
atadni.

A betekintés, masolds, tovabbitds vagy barmilyen egyéb hozzaférés kizardlag a
titoktartasi kotelezettség vallalasa mellett térténhet, amelyet irasban kell rogziteni.

Kozérdekii adatigénylés esetén az iizleti titokként mindsitett adatok csak akkor
adhatok ki, ha a hatalyos jogszabdlyok ezt kifejezetten eldirjak, €s az aranytalan
sérelem kizarhato.

Adatok mindsitése, feliilvizsgalata

Az adatok minbsitése soran a mindsité indokolja a titokvédelmi szintet, meghatarozza az
érvényességi id6t, €s rendszeres felillvizsgalatot ir el6. A mindsitési eljaras atlathato és
dokumentalt, biztositva a jogszerliséget és a visszakereshetdséget. A feliilvizsgalat célja, hogy
a min0sités mindig aktualis és indokolt legyen.

e Az adat minésitése akkor indokolt, ha az adat a min6sitéssel védhetd kozérdekek
korébe tartozik, nyilvanossagra hozatala karositja a mindsitéssel védhetd kozérdeket,
és sziikséges az adat nyilvanossaganak meghatarozott ideig tortén6 korlatozasa.

e A mindsitd a felterjesztés kézhezvételétdl szamitott 30 napon beliil dont az adat
mindsitésérol, a jeldlésnek tartalmaznia kell a mindsitési szintet €s az €rvényességi
id6t, a javaslat indokolasat, a sziikséges tényeket és koriilményeket.

e Az Intézményben jellemzben csak tzleti titok mindsités alkalmazott, amelyet a
készitd, illetve az Intézmény vezetdje jogosult elrendelni.

e A mindsit koteles rendszeresen, de legalabb 5 évente fellilvizsgalni az altala vagy
jogelédje altal mindsitett adatokat, és donthet a mindsités fenntartasarol, szintjének
csokkentésérdl, érvényességi idejének mddositasardl vagy megsziintetésérol.

Titoktartasi kotelezettség idobeli hatilya és megsziinése

Uzleti titok idébeli hatalya

Az tizleti titok védelme hatarozatlan ideig fennall, amig az adat megfelel az Uzleti titok
fogalmi kovetelményeinek. Az iizleti titok akkor szlinik meg, ha:
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o eclveszti gazdasagi értékét,

e altaldnosan ismertté valik vagy konnyen hozzaférhetove,
« atitok jogosultja felmentést ad a titoktartas alol,

o atitok nyilvanossagra keriil jogszerG modon.

Az lizleti titok esetében nincs térvényben meghatarozott maximalis iddtartam, azonban a titok
védelmének fenntartdsa érdekében a jogosultnak folyamatosan biztositania kell a sziikséges
védelmi intézkedéseket.

Selejtezés

Az iratok selejtezésére vonatkozdan kiilon szabalyzat rendelkezik, melynek altalanos
rendelkezései a jelen szabalyzat hatalya ald tartozd iratokra is vonatkoznak. Selejtezni csak
olyan iratot lehet, amelynek meg6rzési ideje lejart, azonos tipusu iratokra a leghosszabb
megobrzési id6 az iranyado.

Hasznalt és kotelez6 dokumentumok

A szabalyzat végrehajtasahoz kotelezden alkalmazandd dokumentumok: atvételi elismervény,
selejtezési jegyzokonyv, megsemmisitési jegyz6konyv, hozzaférési naplo, oktatdsi igazolds.
Ezek a dokumentumok biztositjak a folyamatok atlathatosagat és ellendrizhetdségét, valamint
segitik a jogszeriség bizonyitasat. A megfelel6 dokumentacio elengedhetetlen a szabalyzat

betartasahoz és a jogi megfeleléshez.

Zaroé rendelkezések

4.1 A szabdlyzatot évente, illetve jogszabalyi valtozas, technolégiai fejlodés, az intézmeny
mikodésében bekovetkezd jelentds valtozasok esetén feliil kell vizsgalni és szlikség szerint
aktualizalni.

42  Jelen Uzleti titok szabélyzat be nem tartasa salyos jogkdvetkezményekkel jarhat mind
az egyének, mind az intézmény szdmara. A foglalkoztatottak esetében fegyelmi eljarasokra,
akar kozalkalmazotti jogviszony megszlintetésére is sor keriilhet.

43 A jelen szabéalyzat az Intézmény valamennyi foglalkoztatottjara és szerzodéses
partnerére kotelezé érvényli. A szabalyzatban nem szabalyozott kérdésekben a mindenkor
hatalyos jogszabalyok az iranyadok.

4.4  Jelen szabédlyzat 2025. oktober 1-jén 1ép hatdlyba és visszavonasig érvényes. A
szabalyzat hatdlybalépésével egyidejiileg minden kordbbi, ezzel ellentétes rendelkezés
hatalyat veszti.

Vamosmikola, 2025, ....ocomsemsssssossssannysipmiaiasei

Ll s

Kéner Krisztian

intézményvezetod
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1.melléklet
Mindsitési jegyzokonyv

Készité szerv neve: Févarosi Onkormanyzat Vamosmikolai Idések Otthona
Irat targya: [Az adat vagy dokumentum pontos megnevezése]

Mindsitési javaslatot készitette: [Név, beosztas]

Mindésitési javaslat kelte: [Ev, honap, nap]

1. Mindsitési javaslat indoka

e Az adat a mindsitéssel védheté kozérdekek vagy az intézmény mikoédésének rendje
korébe tartozik. A mindsités célja, hogy az adat jogosulatlan megismerését vagy
nyilvanossagra hozatalat megakadalyozza.

e Nyilvanossagra hozatala, jogosulatlan megszerzése, modositdsa vagy felhasznalasa,
illetéktelen személy részére hozzaférhetové tétele, illetve az arra jogosult részére
hozzéaférhetetlenné tétele karositja a védhetdé kozérdeket. A mindsités indoklasaban
részletesen meg kell hatdrozni, hogy milyen érdeksérelem kdvetkezhet be az adat
védelme nélkiil.

e Az adat nyilvanossagat és az arra feljogositott személyen kiviili megismerhetéségét
meghatarozott ideig korlatozni sziikséges. Az érvényességi ido letelte utan a mindsités
automatikusan megsziinik, hacsak a mindsit6 masként nem rendelkezik.

Rovid indoklas: [Pl.: Az adat tartalmazza az intézmény pénziigyi tervét, amely iizleti
titoknak mindsiil, nyilvanossagra hozatala versenyhatranyt okozna.]

2. Mindsitési szint
e [] Uzleti titok
e [ ]Kodzadat (nem mindsithetd)

e []Egyéb:

Ervényességi id6: [Ev, honap, nap — vagy: ,,meghatarozott eseményig”] Az érvényességi id6
megallapitdsanal figyelembe kell venni az adat jellegét és a védelmi sziikségletet.

3. Minbsité dontése
Mindsité neve, beosztasa: [Név, beosztas]
Déntés kelte: [Ev, honap, nap]
Dontés:
e [ ] A mindsitési javaslatot elfogadom
e [ ] A mindsitési javaslatot elutasitom
Minésitési jelolés: [PL.: ,Uzleti titok! Ervényes: 2026. junius 30-ig” A mindsitési jelolést

minden példanyon jél lathatdan fel kell tiintetni.
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4. Kulonleges kezelési utasitdsok

[Pl.: ,,Nem méasolhat6”, ,,Zart boritékban taroland6”, ,,.Csak kijelolt személyek férhetnek
hozz4”] Az utasitidsokat a dokumentum minden példanyan régziteni kell.

5. Példanysorszam, iktatészam, cimzettek
e Példanysorszam: [1/2/3...]
o Tktatészam: [Iktatoszam]
o Cimzettek: [Név, beosztas]

A példanysorszam segiti a dokumentumok nyomon kovetését, az iktatdszam pedig az
iratkezelési rendszerben vald azonositast.

6. Alairasok

év [Beosztas Alairas Datum

Megjegyzés: A jegyzOkonyvet minden érintett példanyban, az adatkezelési szabalyoknak
megfelelden kell kezelni és tarolni. A min6sitési dontésrél az érintetteket irdsban kell
tajékoztatni, €s a jegyz6konyvet az iratkezelési szabalyok szerint kell megérizni.
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2. melléklet
MINOSITESI ZARADEK

Ez az irat iizleti titoknak titoknak mindsul.

rrrrr

Ervényességi id6: [Ev, honap, nap vagy ,,meghatarozott eseményig”]
Minésité neve, beosztasa: [Név, beosztas]
Minésités kelte: [Ev, honap, nap]

Kiilonleges kezelési utasitasok: [Pl. ,,Nem masolhat6”, ,,Zart boritékban tarolandé”,
»Csak kijelolt személyek férhetnek hozza”)

A zaradékot minden irat elsé oldaldn, jol lathaté helyen kell feltiintetni, és sziikség esetén
minden oldalon megismételni. Ez biztositja, hogy mindenki szdméra egyértelmi legyen az irat
mindsitett stdtusza €s a ra vonatkozd kezelési szabalyok.

Példa a zaradék elhelyezésére:

Uzleti titok! Bizalmas!
Ervényes: 2027. junius 30-ig.
Minésité: XY intézményvezetd

Kelt: 2025. jualius 3.

Kiilonleges utasitis: Nem masolhaté, csak kijelolt személyek férhetnek hozza.
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3.melléklet

Kilonleges kezelési utasitasok felsorolasa

Sajat kezii felbontasra!

Mas szervnek nem adhat6 at!

Nem masolhato!

Kivonat nem készitheto!

Elolvasés utan visszakiildendo!

Zart boritékban tarolando!

Kiilonosen fontos!

Csak kijelolt személyek férhetnek hozza!
Nem vihet6 ki az intézmény teriiletérol!
Elektronikus mésolat nem készithetd!

Egyéb, az adathordozd sajatossagatol fliggd utasitas

A kiilonleges kezelési utasitasok célja, hogy a mindsitett adatok védelme minden helyzetben
biztositott legyen. Az utasitdsok megszegése fegyelmi vagy jogi kovetkezményekkel jarhat, és
minden érintett koteles azokat maradéktalanul betartani. Ezek az utasitdsok segitik a
mindennapi munkat és a szabalyok betartdsat.

A fenti szabalyzat és mellékletei részletesen szabalyozzak az tizleti titok, valamint minden
mindsitett adat kezelését, védelmét, mindsitését, dokumentalasat és ellendrzését az
intézményben. A szabélyzat alkalmazasaval az intézmény biztositja a jogszabalyoknak
megfelelé, atlathatd és biztonsagos adatkezelést, valamint a bizalom fenntartasat minden
érintett szamara.
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4. melléklet
Atvételi Elismervény — Uzleti titok

Cél: Az uzleti titok kezelésére jogosult személyek kozotti atadas-atvétel dokumentaldsa a
Titok tv. 15. §-a alapjan.

Mezd ! Tartalom Kitoltési utmutato
Tktatoszam | Intézményi iktatési rend szerint
Kelt Atadas helye és datuma
Atvétel targyat képezb anyag
Dokumentum Mindsités Mennyiség Egyedi azonosit6 | Megjegyzés
megnevezése | ‘
|
|
|

Atadé és atvevo adatai
Atadé:

o Név:

° Beosztas:

° Szervezeti egység:

o Jogosultsagi szint:

® Alairas:
Atvevé:

. Név:

° Beosztas:

o Szervezeti egység:

° Jogosultsagi szint:

e Alairas: -
Atadas-atvétel koriilményei

° Atadas célja:

. Visszaadasi hataridd:

° Kiilonleges tarolasi feltételek:

. Felelosségvallalas:

Zaradék: Az atvevo kijelenti, hogy az atadott dokumentumokat kizérdlag a megjeldlt célra
hasznalja, azokat illetéktelen személlyel nem kozli, és a visszaadasi hatdridé lejartakor
valtozatlan dllapotban visszaszolgaltatja.
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Hozzaférési Naplo

5.melléklet

Cél: Az luzleti titokhoz valdé hozzaférések nyomon kovetése, auditalhatdosig biztositasa a

GDPR 32. cikke és a Titok tv. alapjan.

Napléovezetési utmutatod

o Kitsltés gyakorisaga: Minden egyes hozzaféréskor azonnal

o Adatmegoérzés: 5 ¢v (GDPR kdvetelmény)

o Felelos: Az adott szervezeti egység vezetdje és a DPO

° Ellenérzés: Havonta a DPO 3ltal
Hozzaférési naplo

Honap:
Szervezeti egység:
Adathordozé/rendszer:

Datum | Idé | Felhasznal6 | Cél Erintett Jogosultsig | Kivétel
adatkor

Kiilonleges események

Datum | Esemény Intézkedés Felelos Stitusz

Adatvédelmi megfeleloség

Ellen6rzo:
Ellenérzés datuma:
Megallapitas:
Intézkedés:
Alairas:
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Févarosi Onkormanyzat Vamosmikolai Idések Otthona

2635 Vamosmikola, Ipolysagi u. 9.-11.
Telephely: 2025 Visegrad, Mogyoréhegy utca 10.

Megismerési nyilatkozat

A Févérosi Onkorméanyzat Vamosmikolai Idések Otthona 2025. oktéber 1-t8] hatalyos

UZLETI TITOK SZABALYZAT-ban foglaltakat megismertem. Tudomasul veszem, hogy az abban
leirtakat a munkém soréan kdteles vagyok betartatni.

Név Beosztas Détum Alairas







Név

Beosztas

Datum

Alairas




